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Human life expectancy has grown considerably over 
the centuries. In 1820, the average life expectancy 
was 29 years; by 1973, it had more than doubled, to 
60 years; and in 2017, it reached 71.4 years.1 Let’s dig 
a little deeper into the 1820 statistic. The average life 
expectancy of 29 years doesn’t mean that most people 
died before they reached the age of 30. Infant mortality 
pulled down that average. 

According to the World Health Organization, “globally, 
the infant mortality rate has decreased from an estimated 
rate of 65 deaths per 1,000 live births in 1990 to 29 
deaths per 1,000 live births in 2017.”2 Many factors 
have contributed to this decrease in mortality, including 
cleaner water and environments, better access to medical 
facilities, healthier food and better awareness of  
infant diseases.

Now let’s venture from the world of humans to the world 
of machine learning and artificial intelligence (AI). Each 
day, organizations create hundreds of robotic process 

automation (RPA) bots that help humans perform tasks 
faster. Chatbots are the most popular. These computer 
programs speak like humans, have conversations, answer 
queries and complete simple tasks, such as making a 
doctor’s appointment and changing flight ticket times.
 
However, as organizations race to build bots, they often 
fail to see the bigger picture: that low mortality and life 
expectancy of bots is a grim reality. In their scramble to 
ride the hype cycle, organizations sanction RPA proofs 
of concept (POCs) without making adequate technical 
and organizational preparations. The result is that even 
successful POCs never make it into production. For 
every single bot in use, hundreds have perished. The 
world of RPA is littered with stillborn and premature bots, 
abandoned POCs and unused RPA licenses. 

Bot mortality is even grimmer than organizations want to 
acknowledge. But before organizations face this harsh 
reality, they first need to understand the complete lifecycle 
of a bot.



3

© 2018 NTT DATA, Inc.  All rights reserved.

The bot lifecycle
Figure 1 depicts the lifecycle of a bot, from conception and development to adoption and sunset — when bots reach 
mortality. NTT DATA’s experience shows that organizations generally go from 1,000 ideas to 20 bots in a period of 
about seven years, demonstrating the ruthless natural selection process underway in automation. We see organizations 
spend a lot of time and money developing bots, but over time, only about 2% are successful “citizens.” Where have 
organizations gone wrong? 

Figure 1: The lifecycle of a bot
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While there are many reasons for bot mortality, at NTT DATA, we’ve found the following to be the 10 most common:
1.	 Failure to deliver promised functionality. These are key functionalities that seemed simple enough, but that failed 

to deliver due to technical or environmental factors, including security protocols. In one case, a bot cleared the 
acceptance test in a development environment but failed the same test during production, due to stringent Citrix 
security settings that prevented data capture from the screen.

2.	 Failure to deliver value. Technology teams generally lead automation efforts, selecting functions purely from 
an ease-of-automation perspective and often failing to discover the true value of automation from a business 
perspective. Unfortunately, such efforts rarely make the cut, stalling when the organization completes a cost-benefit 
analysis. Such a situation often arises when automation doesn’t result in staff reductions, because the automated 
segment reflects only a fraction of a human being.

3.	 Failure to launch. This is the most common hurdle. Due to lack of readiness throughout the entire ecosystem, 
such as bot logins, data access and security clearance, automation initiative efforts are ultimately aborted. Coding 
a bot is often easier than making it compliant with existing security policies. For example, if the security policy 
requires background checks of the agent, the bot may not be granted login credentials until the security policy is 
modified appropriately. In a large organization, this might take months.

4.	 Staff sabotage. Employees may feel threatened by bots, worried that the software will take over their jobs, and 
resist automation efforts. This oversight in organizational change management processes can lead to aborted 
automation projects. In some cases, we’ve seen subject matter experts put together use cases for bots and 
intentionally withhold important exceptions to reduce the bot’s accuracy to “below acceptable” levels. 

5.	 Poor adoption. It’s hard to break traditional mindsets. Operations managers often feel the need to have humans 
work for them, because it gives them a sense of control. Although automation empowers the chief information 
officer, it does so at the expense of an apprehensive chief operating officer. We’ve seen some people managers 
consider bots as mere novelties, tolerating a few in their shops as long as most of their human team remains intact.

6.	 Bot intellectual property (IP). When members of the workforce leave, they often take process knowledge with 
them. Similarly, when a bot workforce is downsized — for example, when a client moves from one vendor to 
another or there’s a ramp down in business — the process is in limbo. Whose IP are these bots? Does it belong to 
the owner of the process or to the third-party service provider that set up the process? Do the bots transfer along 
with the process?

7.	 Temporary bots. Bots are often employed to automate processes until platform upgrades that offer built-in 
automation and straight-through processing are implemented. Because these upgrades can be expensive and take 
several years, these bots exist for a while but eventually reach the sunset phase.  

8.	 Sprinting before learning to walk. “Cognitive” is a highly hyped, and very attractive word in automation. Every 
developer wants their bots to speak, think and act like humans — and the capability is here today. But not every 
client’s technology is ready to support such automation. This often leads to discouragement, as well as early failure 
and discontinuation of automation initiatives. For example, bots utilizing real-time voice processing through natural 
language processing (NLP) technologies can be implemented, but if the network doesn’t support the real-time 
transfer of voice data to the NLP servers, these bots will die an early death.

9.	 Lack of patience. The market is abuzz with quick fixes, such as pure-play automation vendors promising to write 
bots in days. But the reality is very different. While implementing thousands of bots over the last several years, 
we’ve realized that writing bots is the easy part. The hard part is mapping the process correctly — understanding 
technology and process nuances in the context of the entire ecosystem. This is the reason the automation space is 
littered with POCs but has few live and successful implementations.

10.	Misplaced financial expectations. We’ve seen vendors advertise up to 70% cost optimization using automation, 
but the reality is closer to around 30% for a large implementation. In our experience, if organizations calculate 
return on investment (ROI) and cost-benefit analyses with assumptions of anything more than that 30%, they would 
only be disappointed.

Organizations that want to succeed in RPA initiatives should first identify their top five risks of bot mortality, and then draw 
up a detailed risk mitigation plan. It’s also important to understand the impact bots have on the initiative’s ROI. 
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How bot mortality affects ROI 
Calculating the ROI of automation initiatives is critical to success. But organizations often ignore the significant 
depreciation that occurs due to bot mortality. This, in turn, blows the overall benefits of automation out of proportion. 
Over the past four years, NTT DATA has created and deployed over 3,000 bots that are in production and/or have gone 
through the entire lifecycle (see Figure 1). In that time, we’ve gained substantial experience that enables us to model the 
depreciation effect into our ROI calculations. 

We have a simple formula and methodology that organizations can use to get both a rough order of magnitude and a 
more realistic view of their expected ROI.

Figure 2 is a simplified conceptual notion that calculates bot ROI. We believe that the cost of investment should  
factor into bot mortality just as much as the gain from investment. And this is something that organizations are failing to 
do today.

Cost of investment 

The components of investment should include not only the upfront development cost but also the relevant maintenance 
and infrastructure costs, namely: 

•	 Development and deployment costs
•	 Ongoing maintenance costs
•	 Infrastructure costs, such as licenses, CPU usage and network requirements
•	 Security costs, such as hardening the run environment, periodic audits and penetration tests
•	 Training costs, such as those incurred for retraining staff to work with bots

Figure 2: Simplified formula for bot ROI calculation

Figure 3: Cost of investment 

ROI = 
(gain from investment - cost of investment)

cost of investment

{ ideation cost + design cost + impelentation cost (configuration, testing)  

+ infrastructure costs + security costs  

+      run cost (including training, monitoring and computing cost) }

Cost of investment = 

∑
bot lifetime
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Gain from investment

Labor savings is an obvious gain from automation. However, organizations must consider actual bot mortality timelines 
when calculating total savings. Often, organizations disregard this reality and end up with unrealistic gain estimates that 
are never actually realized. But RPA brings gains beyond labor replacement. Automation can usher in 100% production 
accuracy, resulting in immense intangible gains that need to be estimated on a case-by-case basis. For example, if 
finance and accounting bots are certified to be 100% accurate, the need for a financial audit is removed. In one case, 
this saved an organization several million dollars. 

Further, due to its speed and immediate scalability, automation often opens up new business avenues. For example, 
about $250 billion worth of healthcare claims are denied and then appealed every year, costing both payers and 
providers millions of dollars. In the past, given the many continuously changing variables, it’s been nearly impossible 
to predict the denial likelihood of a claim. However, using neural networks, we can now build bots that can predict this 
outcome with great accuracy, and this capability has turned into a business of its own.

Organizations need to include conservative estimates of these opportunities in the ROI, as well, namely:
•	 Fully loaded cost of employees displaced for the bot’s lifetime
•	 New business opportunities
•	 Cost of error (that is, historical penalties paid due to inaccurate production)

Now that we’ve calculated the ROI on automation initiatives, let’s see how bot mortality affects the formula and the 
resulting ROI.

Figure 4: Gain from investment

{               labor savings (including hiring, training, ramp-up,  

                attrition and infrastruture costs)  

+ error cost avoidance due to 100% accuracy  

+ new business opportunities }

Gain from investment = ∑
bot lifetime
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The effect of bot mortality on ROI
In an environment where bot mortality is significantly high and bot 
production is limited, it’s imperative for organizations to look at bot 
mortality while calculating the ROI of their automation initiatives. 
Based on our experience, here’s an illustrative example of those 
costs.

Implementation cost. On average, only 60% of bots survive 
the infant stage and move into production, so the effective 
implementation cost per successful bot goes up by about 67%. 
For example, if the cost of implementing a bot is $X, then 100 
bots would be developed at a cost of 100 times $X. Now, if only 
60% of those bots survive and move into production, the $100X 
implementation cost would be spread over only 60 bots. Thus, the 
real cost for implementing each production bot is $100X divided by 
60, or $1.67X.

Run cost. The average life of a bot is about three years. An 
additional 40% of bots will die within this timeframe due to several 
factors (see Figure 1). However, because ROI is calculated over the 
expected five-to-seven-year lifecycle of a bot, organizations need 
to be aware of the corresponding — and significant — increase in 
infrastructure costs per bot provisioned for the automation project. 

To calculate this factor, let’s examine the bot lifecycle more closely. 
For every 100 bots provisioned, 60 survive the infancy stage and last 
about three years. Between years three and six in the bot lifecycle, a 
further 40 die, while the remaining 20 survive until the sunset phase 
(end of life). Simple calculation indicates that for this life distribution, 
the effective infrastructure cost per bot increases by a factor of 2.5, 
compared to the original provisioned cost. 
 
Organizations’ automation decisions definitely need to take these 
two factors — implementation cost and run cost — into account. 
Here’s a general thumb rule: If the ROI timeframe exceeds two years, 
then RPA efforts will not yield cost benefits — and may be doomed 
altogether. Many organizations use more traditional methods or labor 
savings per cost of deployed bots, but unfortunately, these sweep 
hidden costs (incurred by high bot mortality) right under the carpet. 

Bot obsolescence. Run costs and implementation costs aside, 
there’s another new and subtler cost that organizations need to 
consider: bot obsolescence. Intelligent automation has progressed 
at a rapid pace, and there’s always a better approach to creating 
bots. For example, let’s take a process that’s automated using RPA. 
A few years down the road, given the evolution of technology such 
as AI, a cognitive bot replaces the original bot, performing the same 
function but much more efficiently and much faster. So now, instead 
of providing returns for the entire lifespan as assumed in the original 
ROI calculations, the original bot lived only two years, thus reducing 
the overall ROI. This eventuality means a cost-benefit analysis must 
take technology-driven obsolescence also into account. 
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Conclusion

About the authors

Let’s get started

RPA is a temporary, yet effective patch that many organizations apply to their operations to sidestep costly improvements 
to their base platforms. It’s a very efficient and sought-after Band-Aid. However, bots have limited life expectancy. 
Coupled with infant mortality, adoption issues and infrastructure upgrades, among other factors, the true ROI of 
automation is often several orders lower than what estimates claim. Organizations must consider the effect of bot 
mortality and lifecycle risk mitigation in their ROI calculations to get a more accurate picture of the outcome of their 
automation initiatives.

Visit our robotic process automation site to learn how we can help you streamline your processes to gain  
enterprise efficiency. 

Want to boost business value? Visit our site to learn more about our solutions for intelligent automation.
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